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During the Cold War, governments raced against each other to create the strongest and most effective nuclear weapons in the world.¹ Today, governments race against each other to obtain sensitive information through cyber espionage.² However, in cyber espionage “there is no MAD in the Cold War sense. . . You can’t be ‘assured’ of attribution.”³

Criminals are difficult to find in cyberspace, because “there is no equivalent of a DNA sample or fingerprint to identify the perpetrator of a specific cyber crime.”⁴ Perpetrators use proxy servers, virtual private networks, or peer-to-peer software to hide their identities within the vast world of cyberspace.⁵ Although attribution proves difficult, researchers can analyze data such as the “time zone, location of the physical servers used in the attack, nation-specific tools and techniques, and language indicators.”⁶

One example of this problem is Turla malware. The cyber espionage operation closely monitors diplomatic embassies in the former Eastern Bloc.⁷ Researchers suggest state sponsorship, as there is “a steep cost to conduct such surveillance, yet no apparent economic motive.”⁸ However, the exact source of the operation remains unclear.⁹ Another example includes Dragonfly, a cyber espionage operation capable of shutting down entire power grids in multiple

³ Id.
⁶ Supra note 4.
⁸ Supra note 4.
⁹ Supra note 7.
countries. The large scale of the operation and “high degree of technical capability” suggests the operation is also state sponsored.

Fortunately, Turla malware and Dragonfly abstain from harming civilians or causing physical damage at this point in time. However, every security breach is a serious threat that impairs national security and defense operations. When states become victim to cyber espionage, scholars turn to existing laws of armed conflict to determine permissible remedies.

SELF DEFENSE

According to the laws of armed conflict, the victim state may resort to self-defense in the wake of an armed attack. The principles of necessity and proportionality govern whether an attack rises to the level of an armed attack. In the context of cyber operations, scholars analyze a cyber attack in two steps. If the activity satisfies both steps, the activity is referred to as “cyber warfare.”

First, the cyber activity must constitute a “cyber attack.” One definition of a cyber attack is an attack that can “disrupt, deny, degrade, or destroy information resident in computers and computer networks, or the computer [network] itself.” Other scholars define a cyber attack as “any action taken to undermine the functions of a computer network for a political or national security purpose.” In order to constitute a cyber attack, the cyber operation must do more than steal information or “passively observe a computer network.”
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Second, the cyber attack’s “effects must be equivalent to an ‘armed attack,’ or [the] activity must occur in the context of armed conflict.” 21 Professor John C. Dehn explains, “the operation’s attacks must be directed toward a military objective, which creates a direct military advantage.” 22 In Nicaragua v. U.S., the International Court of Justice analyzed the United States’ operation’s “scale and effects” in Nicaragua to determine whether the acts of an operation rose to the level of an armed attack. 23 The larger the “scale and effects” of the operation, the more likely a court will find the threshold has been met. 24

Scholars argue that cyber espionage fails to constitute a cyber attack, because the operation fails to disrupt or destroy a computer network. 25 Additionally, states fail to claim that cyber espionage constitutes a prohibited use of force. 26 Therefore, states should not launch a military offensive attack to deter or retaliate against cyber espionage. One way for states to deter cyber espionage may be to prosecute offenders under domestic law.

DOMESTIC PROSECUTION

On May 19, 2014, the United States brought the first ever charges against a state actor for cyber espionage. 27 The indictment alleged five Officers of the Chinese People’s Liberation Army gained access to six United States utility companies and stole trade secrets from 2006-2014. 28 According to U.S. officials, the purpose of the indictment is to expose China’s spying and reduce the targeting of American companies. 29
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China points to Edward Snowden’s WikiLeaks, which revealed United States involvement in the hacking of Chinese companies, and accuses the United States of hypocrisy. In response, the head of the United States’ Justice Department’s National Security Division John Carlin argues, “[United States] spying on foreign companies is qualitatively different than what the Chinese are doing, because the United States doesn’t share the fruits of its espionage directly with companies, the way China does.”

Even with the indictment of the Chinese Officers, it is unlikely governments will stop stealing sensitive information. Government espionage is already exposed. This exposure fails to reduce the amount of espionage. Additionally, the United States admits incarceration of the Chinese Officers is unlikely. The offenders’ diplomatic status raises the protection of diplomatic immunity. Furthermore, attribution is difficult to obtain in the cyber world. Cyberspace creates a criminal playground where the risks are low and the gains are high. To win the cold war of cyber espionage, states should “protect data at its core” and focus on creating the most effective cyber defense arsenals in the world.
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